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Description

High level view of the algorithms

Detailed description

Best attacks

Hardware implementation footprint (if available)

51 primitives!

Let us know if you have new results!
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Benchmark description

1 paper1: Triathlon of Lightweight Block Ciphers for the IoT

1 benchmarking framework (FELICS: Fair Evaluation of LIghtweight

Cryptograhic Systems)

3 di�erent platforms (8-bit AVR, 16-bit MSP, 32-bit ARM)

3 di�erent usage scenarios

3 di�erent metrics: RAM, clock cycles, code size

13 di�erent block ciphers

90 di�erent implementations

1eprint 2015/209 (https://https://eprint.iacr.org/2015/209)
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Contributing

Ciphers are implemented in C

FELICS is open and �exible: simpli�es measures and ensures fair

comparison

Everything is published on our website (link)

Contributions are welcome!
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